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Abstract 

Smartphone applications for marketing purposes like free advertising games or mobile 
loyalty programs are becoming increasingly prevalent. Unfortunately, due to recurring 
news about the excessive use of personal data, many customers consider such 
applications as suspicious. As a key driver for adoption, organizations try to facilitate 
customers’ perceived trust in the applications. In this paper, we propose a third-order 
trust model to evaluate the influence of technology-related trust dimensions and 
determinants. To evaluate their impact, we conducted a free online experiment. 
Surprisingly, the results of our study show that the process dimension has no significant 
impact on trust, indicating that users are not concerned with the underlying 
mechanisms of the IT artifact. Nevertheless, performance and purpose with their 
corresponding determinants have a significant impact on trust. Thus, by examining 
technology-related trust determinants for mobile marketing applications, we offer 
design implications to address users trust in the application development. 

Keywords:  Trust, Mobile Marketing Applications, Loyalty Programs 

Page 1 of 26



Human Behavior and IS 

2 Thirty Fourth International Conference on Information Systems, Milan 2013  

Introduction 

The recent development and penetration of smartphones has enabled the practical field to use mobile 
devices for marketing purposes (Bauer et al. 2005). An often applied example is the development of 
mobile applications to foster customer loyalty by replacing traditional customer cards in order to 
overcome saturation effects (Goldman 2010; Mann and Prein 2010; Wright and Sparks 1999). These 
applications are used within (mobile) loyalty programs and provide services such as mobile payment, 
paperless coupons or a location-based service (LBS).  

However, the adoption of such mobile applications for marketing purposes (Mann and Prein 2010; Prein 
2011) and associated technologies, such as Near Field Communication (Clark 2012; Resatsch 2010), are 
often poor. Moreover, the belief of losing control over personal data processed through a complex 
smartphone is a common topic nowadays (Shilton 2009). Companies are able to track their customers in 
their daily behavior, create location profiles or just see where else a customer is shopping (Paul et al. 
2011). Customers have reservations about this excessive use of personal data (Mann and Prein 2010), and 
may consider such applications to be suspicious. In consequence, they refuse to download or even use 
such an IT artifact (Mann and Prein 2010). Hence, concepts are needed which deal with these issues. 

To further the adoption and usage of new systems and technologies, the concept of trust has been proven 
to be useful (Gefen et al. 2003). The mechanism of trust is precipitated by the need of people to 
understand other people, as well as their surroundings. These surroundings may be uncertain, but trust 
allows people and also IT users to act in such surroundings by reducing the perceived social complexity 
(Luhmann 1979). Although trust is considered to be crucial for adoption of mobile marketing applications 
(Shankar and Balasubramanian 2009), there is a lack of research regarding mobile marketing and trust 
(Lamarre et al. 2012; Varnali and Toker 2010). Hence, this paper deals with this research gap by studying 
the formation of trust in mobile marketing applications. The main goal is to derive implications for 
building trust and overcoming adoption barriers. This paper aims to answer two research questions: 
1) Which antecedents determine the customers’ trust in a mobile application for marketing purposes? and 
2) What is the impact of these specific trust antecedents? The contribution of this study is the 
development of a trust model for mobile marketing applications to provide design implications for specific 
mobile loyalty applications by empirically evaluating the impact of technology-related trust antecedents.  

The remainder of this paper is structured as follows. First, we provide a brief overview of related work in 
trust theory and how trust is formed in IT artifacts. Next, the development of a trust model for a mobile 
application is described. The fourth section shows the research method to evaluate the proposed trust 
model, after which we report the results of the model. In section 6 we discuss the results, and show 
implications of our results. In section 7 we highlight possible limitations of our study and call for future 
research activities, before the paper closes with a conclusion. 

Related Work 

Trust as a widely accepted fundamental component of human social relations has been studied in various 
scientific disciplines, such as psychology, sociology, organizational and economic sciences or IS research 
(Beatty et al. 2011). This variety has led to many different definitions influenced by the specific 
disciplinary views (McKnight et al. 2002; Wang and Emurian 2005). In a broad sense, trust is the 
confidence an individual has in his favorable expectations of what other individuals will do (often based 
on previous experiences) (Gefen 2000). The most prominent definition of trust (Rousseau et al. 1998) is 
proposed by Mayer et al. (1995) as the “willingness of a party to be vulnerable to the actions of another 
party based on the expectation that the other will perform a particular action important to the trustor, 
irrespective of the ability to monitor or control that other party.” Most IS researchers follow this 
definition (Söllner et al. 2012b), although its roots are in the management discipline - more specifically, 
organizational trust with the focus on trust between people (Mayer et al. 1995).  

Apart from this conceptual focus, trust helps to overcome perceptions of consumers related to uncertainty 
and risk. In turn, this encourages them to engage in trust-related behaviors, e.g., sharing personal 
information with a mobile application (McKnight et al. 2002). These perceptions are especially important 
when interacting with new IT artifacts. Hence, we focus on initial trust beliefs that are formed after the 
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first experience with IT artifacts. Initial trust refers to interactions among unfamiliar actors that are not 
based on any experience, firsthand knowledge, credible information about or effective bonds with each 
other (Bigley and Pearce 1998; McKnight et al. 1998). However, it should be noted that trust is not only 
about the initial interaction and may change over time while consistently using an IT artifact (Gefen et al. 
2008). 

The conceptualization of Mayer et al. (1995) focuses with its three trusting beliefs – ability, benevolence 
and integrity – on interpersonal trust. These trusting beliefs refer to the confident perception of a trustor 
that the trustee has attributes beneficial to the trustor (McKnight et al. 2002). This interpersonal point of 
view considers IT artifacts as an enabling ingredient between a trustor (e.g., a consumer) and the trustee 
(e.g., a online-vendor) (Gefen et al. 2003; McKnight and Chervany 2002; Pavlou 2003). Apart from this 
interpersonal view, IT artifacts can take on a major role as an object of trust (Vance et al. 2008). IT 
artifacts are often used, for example, as standalone tools for providing services such as shopping 
recommendations (Komiak and Benbasat 2006; Wang and Benbasat 2005), and therefore act as trustees. 

Thus, we use the conceptualization of trust in automated systems (Muir 1987; Muir 1989) for information 
systems such as mobile applications. These IT artifacts exhibit some characteristics that require trust 
conceptualizations that account for an IT artifact as a trust object and, additionally, for technology-related 
trust antecedents. On the one hand, such applications are highly automated and therefore take the role as 
a trust object (Söllner et al. 2012b). They provide automatic recommendations, automatically collect 
personal data or change the preferences of a system by enabling the GPS sensor if a LBS are requested. On 
the other hand, mobile applications do not imitate human characteristics. The small screen size of mobile 
devices limits the depiction of human surrogate cues (for instance images or other multimedia elements 
that usually are available on full-size personal computers) (Vance et al. 2008). Thus, interpersonal-related 
trust attributes are missing, and users are forced to form trusting beliefs based on the perceived attributes 
of the IT artifact itself, usually consisting of technology-related attributes (Lippert 2001; McKnight 2005).  

Three different trust dimensions are suggested as a taxonomy for structuring determinants that are the 
basis of trust: performance, process and purpose (Lee and Moray 1992; Lee and See 2004). The first trust 
dimension, performance, relies on the users’ expectation of a consistent, stable and desirable performance 
of the IT artifact; more precisely, the capability to achieve the users’ goals. The underlying qualities of an 
IT artifact are represented by the process dimension. These qualities control the behavior of the IT 
artifact, encompassing such things as data reduction methods or algorithms of the IT artifact. The second 
trust dimension, process information, describes how the IT artifact and its automation work. By 
developing a feeling for the process information behind the IT artifact itself, trust will increase. If this is 
not the case, because the IT artifact, for instance, provides unreliable process information, trust will 
decrease. The third trust dimension, purpose, deals with the underlying motives of the IT artifact, and 
thus reflects the intention of the publisher and/or provider of the IT artifact in creating this particular 
artifact. Hence, it describes why the IT artifact has been developed, and mirrors the perception of a 
positive orientation of the trustee (IT artifact) towards the trustor (IT user) (Lee and Moray 1992; Lee and 
See 2004).  

Development of a Trust Model for Mobile Marketing Applications 

Following the approach of trust in automated systems, we investigate trust for a mobile application based 
on the work of Lee and Moray (1992). As suggested, performance, process and purpose constitute the 
dimensions of trust. This taxonomy of trust dimensions reflects different characteristics of an IT artifact: 
the capabilities of an IT artifact (performance), its underlying qualities (process) and motives (purpose) 
(Lee and Moray 1992; Lee and See 2004). However, each dimension is, in turn, constituted by trust 
determinants (Lee and Moray 1992; Lee and See 2004). They are subsumed under the three trust 
dimensions and express the technology-related characteristics of the mobile application that are perceived 
by the user. Therefore, these trust determinants are also referred to as trust beliefs or trust antecedents. 

The trust determinants collected by Lee and See (2004) form the basis for the trust model in a mobile 
marketing application. The authors completed a review to summarize trust determinants regarding 
automation, and arranged them according to the trust dimensions of Lee and Moray (1992). Apart from 
following these insights on trust in automation, we carried out a thorough literature review regarding 
trust determinants related to mobile applications for marketing purposes in order to identify additional 
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trust determinants that are especially important for mobile marketing applications. This was necessary 
because these loyalty marketing-driven IT artifacts exhibit characteristics that have not been considered 
systematically together in previous trust research.  

In order to ensure that no part of the underlying trust dimensions was neglected, we examined various IT 
artifacts and their trust determinants to account for the typical functions of mobile marketing applications, 
including trust research within the areas of recommendation agents, mobile payment, LBS, mobile 
commerce and advertising applications, as well as online trust. The latter is taken into account because 
mobile technology can be considered a subset of online technology (Park and SuJin 2006), and it provides 
additional insights into the formation of trust. In the next step, we collected all trust determinants of these 
IT artifacts and arranged them under each trust dimension, still keeping the definitions of each trust 
dimension in mind. We summarized related trust determinants by one determinant. To make this process 
transparent, related trust determinants are reported in connection with their respective literature source. 
The results of this process are shown in Table 1. 

Table 1. Trust Determinants 

Trust Determinants Related Trust Determinants 

Reliability (Dahlberg et al. 2003; Lee and 
Turban 2001; Lippert 2001; 
McKnight et al. 2011; Siau and 
Shen 2003; Söllner et al. 2012b) 

Perceived ubiquity (Zhou 2011); 

Transaction Errors (Dahlberg et al. 2003); 

Ubiquitous connectivity (Lee 2005) 

Information Quality (Kahn et al. 2002; 
Kim et al. 2003; Kim et al. 2008; 
Siau and Shen 2003) 

Error-freeness of information (Bart et al. 2005); 

Information accuracy (Söllner et al. 2012b); 

Timeliness (of information) (Moorman et al. 1993) 

Functionality (Lankton and McKnight 
2011; McKnight et al. 2011) 

Responsibility (Söllner et al. 2012b) 

Security (Belanger et al. 2002; Salisbury 
et al. 2001; Zhou 2011) 

Authentication, Authorization, Confidentiality, Non-
repudiation (Eze et al. 2008); 

Provision of security measures to protect collected 
personal information (Ahmed and Ho 2011); 

Security Controls (Cheung and Lee 2000; Siau and Shen 
2003); 

Security Protection (Kim et al. 2003; Kim et al. 2008; Kim 
2008) 

Understandability (Madsen and Gregor 
2000; Söllner et al. 2012b; Tan 
and Thoen 2000; Zuboff 1988) 

Predictability (Beatty et al. 2011; Hancock et al. 2011; 
Jennings 1971; Lippert 2001; Söllner et al. 2012b); 

Transparency (Hancock et al. 2011) 

Personalization (Komiak and Benbasat 
2006) 

Customization (Srinivasan et al. 2002) 

User control (Ahmed and Ho 2011; 
Dholakia et al. 2001; Malhotra et 
al. 2004; Söllner et al. 2012a) 

- 

Privacy Control (Cheung and Lee 2000) Authorized Data Usage (Söllner et al. 2012b); 

Privacy Concerns (Kim 2008) 

Third-Party Recognition (Cheung and Lee 
2000; Cheung and Lee 2006; Siau 
and Shen 2003) 

Structural Assurances (Gefen et al. 2003); 

Third Party Privacy Seals (Xu et al. 2005) 

Benevolence (Beatty et al. 2011; Siau and 
Shen 2003; Söllner et al. 2012b) 

- 
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The performance dimension encompasses the trust determinants’ reliability, information quality, 
functionality and security. While users increasingly rely on mobile applications (Kaasinen 2005), the 
reliability might be an important determinant of the performance trust dimension (Lee and Turban 
2001). It refers to the belief that the application will operate properly on a consistent basis (McKnight et 
al. 2011). This is especially important for the early adoption of the application, since a disappointing 
performance due to reliability issues will affect the user’s ability to employ the application, as well as 
achieving his goals (Siau and Shen 2003). The reliability is also connected with determinants such as the 
ubiquitous connectivity and connectedness (Lee 2005; Zhou 2011),  encompassing the reliability of the 
device itself and that of the network (Dahlberg et al. 2003). If a mobile application and its included 
services are always unavailable, users may think the application does not have the ability to provide 
reliable service. Consequently, the application is considered to be untrustworthy.  

A further hypothesis states that the information quality has a positive effect on the performance of the 
mobile application. The information quality refers to the accuracy and completeness of the information 
(Kim et al. 2003) displayed by the mobile application. The information quality affects the customers’ 
perception regarding the application and its trustworthiness. In online environments, the information 
quality has proven to affect the user’s trust positively, because high information quality emphasizes that 
an information provider is reliable and trustworthy (Kim et al. 2008). Related indicators to assess the 
information quality encompass determinants such as the timeliness of information and error-freeness or 
information accuracy (Bart et al. 2005; Kahn et al. 2002; Söllner et al. 2012b). For example, if a customer 
wants to know the way to a store nearby, a typical LBS provided by mobile marketing application is highly 
dependent on the information quality. Consequently, the quality of information is crucial to fulfill the 
goals of a user. 

Another important factor which concerns the performance of an IT artifact is the functionality that refers 
to “the degree to which an individual believes the technology will have the functions or features needed 
to accomplish one’s task(s)” (Lankton and McKnight 2011). Therefore, it is strongly linked to the systems 
performance and its capabilities. However, it forms the performance construct in connection with the 
individual features provided by an application. Possible functionalities necessary to fulfill the goals of a 
user include the identification at the Point-of-Sale (POS), the display of the bonus score or the mobile 
availability of coupons.  

As mobile marketing applications deal with sensitive user and customer information, as well as new 
technologies such as Near Field Communication for identifying a customer at the checkout of a store, the 
security of a mobile application is crucial. Security as a determinant thus shows how secure a user feels 
while using an IT artifact, but it should be noted that this perception might be very different from the real 
security level, since it reflects only the user’s perception (Yenisey et al. 2005). Based on this, the security 
refers to the extent to which one believes that an IT artifact is secure for transmitting sensitive 
information (Salisbury et al. 2001). Moreover, security has proven to be an important object to ensure 
users’ trust in IT artifacts. Examples include mobile payment (Zhou 2011), m-commerce (Siau and Shen 
2003) or online environments (Belanger et al. 2002; Kim et al. 2008; Koufaris and Hampton-Sosa 2004). 
Major assets endangered during usage of an application are the user’s privacy represented by data stored 
on the mobile device (e.g., customer data, location profiles or address book contacts), the information 
transferred while using the application, and the operability of the device or the functionality itself 
(Madlmayr et al. 2008). In conclusion, we proposed five hypotheses with regards to the performance 
dimension: 

Hypothesis H1: Performance will positively affect trust in the Mobile Application. 
Hypotheses H1a: Reliability will positively affect the performance dimension of trust. 
Hypothesis H1b: Information quality will positively affect the performance dimension of trust. 
Hypothesis H1c: Functionality will positively affect the performance dimension of trust. 
Hypothesis H1d: Security will positively affect the performance dimension of trust. 

The process dimension consists of the trust determinants: understandability, personalization and user 
control. The first determinant, understandability, refers to the perception of the understanding how an 
IT artifact works (Söllner et al. 2012b) by forming a mental model of the system and consequently 
predicting future system behavior (Madsen and Gregor 2000). Hence, the understandability also 
correlates with the predictability of an IT artifact (Madsen and Gregor 2000). In general, the 
understanding of a technology encourages trust because it helps to evaluate the capabilities of an IT 
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artifact (Tan and Thoen 2000). In regards of a mobile application for marketing purposes, this 
determinant also refers to the collection of personal data while using it. If the application collects personal 
data without notifying the user, or does not allow the user to view collected data, it is obvious that such 
behavior of the application will not gain users’ trust (Ahmed and Ho 2011; Liu et al. 2005).  

Referring to the understanding of the future behavior of a system, a typical example of a mobile 
application is the GPS functionality. If a user wants to make use of a location-based service, an automated 
routine often enables GPS to locate the user. If this process is not predictable, for example, if GPS is 
enabled without any predictable routine or user input, users might evaluate this behavior to be suspicious 
and not trustworthy because they were not able to anticipate this routine in advance. Another typical 
example when considering mobile applications is the application permission. For instance, if someone 
downloads an application from Google PlayStore for an Android device, information is provided regarding 
which data the application is able to access. However, in reality, information is often missing; for 
whatever reason, the application requests certain permissions which negatively influence the 
understandability of an application, and, in turn, reduce trust. 

The second determinant of the process dimension deals with the personalization capabilities of a mobile 
marketing application. This determinant corresponds to the extent to which the application understands 
and represents the personal needs of the user (Komiak and Benbasat 2006) and the degree to which 
information is tailored to meet the needs of an individual user (Dholakia et al. 2001). This determinant is 
especially important if the application provides any recommendations which are personalized for the 
user’s needs. Mobile marketing applications often provide individual coupons or personalized suggestions 
for shops nearby based on the user’s location. This personalization has proven to affect trust in a positive 
way by facilitating the perceived competence of the IT artifact and trustee (Komiak and Benbasat 2006).  

Connected with the personalization of a mobile marketing application is the user control (the third 
determinant) over the IT artifact’s processes. It refers to the extent to which an individual can choose the 
timing, content and sequence of a communication (Dholakia et al. 2001). The intention of this 
determinant is the possibility for users to be in control while using the application; for example, the 
control over the application’s functionalities. These functionalities might include the collection of 
sensitive personal data and personalization level. The possibility to control such settings has proven to 
lower users’ privacy concerns (Ahmed and Ho 2011; Liu et al. 2005; Malhotra et al. 2004) and support 
trust in an IT artifact (Söllner et al. 2012a). Users may want to configure privacy settings or the 
personalization level, for instance, based on previous experiences with the publisher and provider of the 
application (Ahmed and Ho 2011). Considering a mobile application, a user might have the opportunity to 
disable the LBS permanently, because he is afraid of location profiling, or the user is able to minimize the 
use of personal data by configuring the level of personalization. In summary, the process dimension is 
constituted by four hypotheses: 

Hypothesis H2: Process will positively affect trust in the Mobile Application. 
Hypotheses H2a: Understandability will positively affect the process dimension of trust. 
Hypothesis H2b: Personalization will positively affect the process dimension of trust. 
Hypothesis H2c: User control will positively affect the process dimension of trust. 

The purpose dimension in this study constitutes three determinants: privacy control, third-party 
recognition and benevolence. The privacy control is the first trust determinant of the purpose dimension, 
corresponding to the ability of the application provider to prevent unauthorized use or disclosure of 
personal information (Cheung and Lee 2000). Connected with privacy control as a trust determinant is 
the authorized data usage, referring to the users’ perception whether provided data are used as indicated 
or expected (Söllner et al. 2012b). Considering the smartphone application, this is especially important, as 
it allows the publisher of an application (and also the manufacturer) to collect sensitive and personal data. 
This makes users open to possible misuse (Söllner et al. 2012b). In regards of mobile applications, user 
profiles or credit card information is sensitive and vulnerable information. Although the collection of this 
data is usually only permitted by the terms of participation in the loyalty program and is additionally 
covered through the application permissions, reality shows that authorized use of data is sometimes not 
respected. For example, Apple’s smartphone operation system iOS has logged location data, although all 
LBS were switched off. Doubtless, this behavior of an application could be perceived as misuse of trust. 
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Connected with the privacy control is third-party recognition, the second trust dimension referring to 
(privacy) seals of approval issued by third-parties such as the TRUSTe (Gefen et al. 2003; Xu et al. 2005). 
The foundation of this determinant is the thought that trust can be transferred from a trustworthy third-
party to another actual trustee (Stewart 2003). The independent nature of the third-parties as a credible 
source helps users of the application to feel more secure (Koehn 2003; Siau and Shen 2003), as well as to 
form positive trust beliefs about the purpose of the application (Cheung and Lee 2006). Therefore, third-
party recognition has proven to be a significant factor, influencing trust in a positive way, and, more 
importantly, reducing privacy risks (Cheung and Lee 2006; Rifon et al. 2005; Xu et al. 2005). In the case 
of mobile applications, third-party recognition is possible by providing information of third-parties in the 
application itself or at typical marketplaces for such applications. 

Strongly related to the purpose of the application is the benevolence of the provider, the third trust 
dimenion which refers to the users’ perception that the publisher and therefore the provider of the mobile 
marketing application will act according to the users’ best interests (Beatty et al. 2011). In contrast to 
third-party recognition, benevolence covers information provided by the provider itself. For instance, a 
mobile marketing application could provide contact to developers (Gefen et al. 2003) if a user has any 
questions about the application’s purpose. The provider benevolence also applies to the case of an 
application’s permission. Often applications request permission that might ignore the users’ interests and 
engage distrust; for instance, if a mobile marketing application requests the permission to read sensitive 
text messages. In sum, we proposed four hypotheses for the purpose dimension: 

Hypothesis H3: Purpose will positively affect trust in the Mobile Application. 
Hypotheses H3a: Privacy control will positively affect the purpose dimension of trust. 
Hypothesis H3b: Third-party recognition will positively affect the purpose dimension of trust. 
Hypothesis H3c: Benevolence will positively affect the purpose dimension of trust. 

After taking the trust dimensions and their respective determinants into account, a major consequence of 
trust should be considered. The hypothesized relationship is related to the Theory of Reasoned Action 
(TRA) (Fishbein and Ajzen 1975). TRA was adapted to the trust context, for instance, by McKnight et al. 
(1998) in a simplified variant, who theorized that trusting beliefs lead to trusting intentions - the 
willingness to rely on the trustee. This process of trust formation has proven to positively affect an 
individual’s intention to use an IT artifact (Shin 2010; Söllner et al. 2010; Wang and Benbasat 2005). 
Hence, there is strong evidence that people form trusting beliefs towards the actual IT artifact. These 
beliefs have strongly predicted the intention to use an IT artifact in previous studies (Vance et al. 2008), 
and thus it is hypothesized: 

Hypothesis H4: Trust will positively affect the intention to use the mobile application. 

A conclusive overlook of the trust model is depicted in Figure 1. 

Trust in the
Mobile Application

Performance

Process

Purpose

Understandability

Personalization

User Control

Third-Party Recognition

Privacy Control

Benevolence

Security

Functionality

Information Quality

Reliability

Intention to Use

 

Figure 1. Results of the Trust Model for a Mobile Application 
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Research Method 

To evaluate the impact of single determinants and dimensions, we used a free online experiment (Gefen 
2002b) in which a mobile application was prototyped that simulates different functions based on a review 
of mobile marketing applications that are used for fostering customer loyalty. Screenshots are shown in 
Figure 2. 

    

Figure 2. Screenshots of the Mobile Marketing Application Prototype 

 

The provided functions included, amongst others, the possibility to view already collected bonus points in 
the loyalty program, the identification at a store checkout and the provision of location-based paperless 
coupons. Due to the fact that trust evolves out of interpretations of information, the web-based prototype 
mediates perceptions of its capabilities. Lee and See (2004) describe this process of trust formation as the 
dimension of abstraction that refers to information regarding the performance, process and purpose of 
the IT artifact. Building a new application, instead of using an already existing application, ensured that 
the application would be new for all participants, and should, therefore, be suitable for investigating 
initial trust in the application (Wang and Benbasat 2005). Additionally, using an application without a 
brand made it possible to control the effects of brand appeal on trust (Vance et al. 2008). The subjects 
were allowed to behave “naturally” with the prototype while they conducted three pre-assigned tasks.  

In greater detail, the experiment proceeded as follows. A brief description of the idea of a mobile 
marketing application was given to subjects. To ensure that participants tested the application, three pre-
assigned tasks were given and checked for correctness. In the first task, the participants were asked to 
check how many bonus points they had accumulated in the prototype. The second task counted for the 
location-based coupons. Participants were asked to redeem such a coupon in the prototype and then state 
in which city the location-based coupon was valid. In the last task, participants were asked to check all 
options the application offered and were asked to check which setting was enabled by default in the 
application. After finishing the three tasks, the participants were asked to complete the questionnaire 
requesting participants to assess the 44 items. 

Instrument Development 

We adopted all indicators of the initial instrument from the literature and adapted them to the context of 
mobile applications for marketing purposes. Table 2 shows the construct measures, their 
operationalization and literature sources of the indicators. We measured all latent variables with reflective 
indicators and checked the measurement instrument with regards to its suitability to measure the 
constructs in a reflective manner by either using properly specified reflective constructs listed by Petter et 
al. (Petter et al. 2007) or by checking the reflective constructs according to the guidelines of Jarvis et al. 
(Jarvis et al. 2003). To assess the indicators, we used a 7-point scale that ranged from 1 (“strongly 
disagree”) on the left to 7 (“strongly agree”) on the right, with 4 as a neutral point.  
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Table 2. Measurement of Constructs and Literature Sources 

Latent construct Latent 
Construct 
Type 

Sub-construct Sub-
Construct 
Type 

Items Literature Source 

Performance Formative Reliability Reflective 4 (McKnight et al. 2011) 

Information 
Quality 

Reflective 4 
(Kim et al. 2008) 

Functionality Reflective 3 (McKnight et al. 2011) 

Security Reflective 4 (Cheung and Lee 2000; 
Salisbury et al. 2001) 

Process Formative Understandability Reflective 4 (Madsen and Gregor 
2000; Söllner et al. 
2012b) 

Personalization Reflective 4 (Komiak and Benbasat 
2006; Srinivasan et al. 
2002) 

User Control Reflective 3 (Wu 2000) 

Purpose Formative Privacy Control Reflective 3 (Cheung and Lee 2000) 

Third-Party 
Recognition 

Reflective 3 (Cheung and Lee 2000; 
Gefen et al. 2003) 

Benevolence Reflective 4 (Bhattacherjee 2002; 
Gefen 2002b) 

Trust in the 
Mobile 
Application 

Reflective None None 3 (Cyr et al. 2009; 
Jarvenpaa et al. 1999; 
Komiak and Benbasat 
2006) 

Intention to Use Reflective None None 5 (Prein 2011) 

Data Collection and Modeling Methods 

Participants for the free online experiment participated voluntarily and were recruited in several social 
media platforms in order to reach a diverse audience. In total, 116 participants completed the 
questionnaire after interacting with the prototype and solving the pre-assigned tasks. After consistency 
checks, 10 cases were discarded because participants always answered “strongly agree” or “strongly 
disagree” (6 cases), or because they exhibited more than 20 percent missing values (4 cases). A dataset 
with 106 cases remained. The sample consisted of 54 male and 52 female participants with an average age 
of 29.7 years. With respect to their educational background, 16.2 percent of the participants were in 
education and 69.5 percent had a university degree. Most of the participants had a smartphone device 
(88.7 percent) and 70.8 percent were members in a loyalty program. 

In order to deal properly with missing values in the data set (5.7 percent assumed to be missing at 
random), we used multiple imputation (Rubin 1976). We replaced missing values with multiple (N > 1) 
plausible values to generate N completed data sets. The basis of the imputation process is the completed 
106 datasets, which only contain cases with fewer than 20 percent missing values in order to ensure that 
the estimation of the missing values does not rely on a substantial degree of missing values (Prein 2011). 
Our tool of analysis for the imputation was SPSS 20.We thus generated 20 imputed data sets and 
consolidated them (Rubin 1987) before further analyzing them. We used the fully conditional specification 
(FCS) algorithm for the imputation of the missing data (van Buuren 2007), and the predictive mean 
matching approach was used as a model for the variables (Little 1988; Rubin 1986). The latter approach 
has proven to be suitable for estimating missing values in data sets with 5 percent missing values 
(Landermann et al. 1997). 
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To evaluate the proposed structural equation model in this study, we used the variance-based partial least 
squares (PLS) approach (Chin 1998; Wold 1982). We chose this approach because it is more suitable to 
identifying key driver constructs than are covariance-based approaches (Hair et al. 2011). Further, the 
sample size (n=106) is sufficient for PLS because the minimum number of cases requires 10 times the 
largest number of structural paths impacting a construct (performance: 4), resulting in a minimum 
number of 40 cases (Chin 1998). As our model consists of hierarchical latent variables, i.e., the trust 
dimensions, a type II second-order factor model was applied (Jarvis et al. 2003; Ringle et al. 2012). Since 
the trust dimensions are somehow exogenous constructs, and no other latent constructs (except for the 
trust determinants) act like predecessors, we followed the suggestions of Ringle et al. (2012) and Becker et 
al. (2012) to use the repeated indicator approach (Mode A for repeated indicators), instead of the two-step 
approach (Wetzels et al. 2009; Wold 1982). In order to obtain unbiased results, we made the number of 
indicators for every first-order construct equal (Chin 1997; Ringle et al. 2012). We used SmartPLS 2.0 M3 
(Ringle et al. 2005) as analysis tool. 

Common Method Variances 

Common method variances that are caused by the measurement method rather than the construct 
measures were also taken into account (Podsakoff et al. 2003). To control these biases, we made several 
procedural remedies. In order to ensure a psychological separation of measurement, we did not reveal the 
purpose of the experiment and provided a cover story (Podsakoff et al. 2003). Additionally, we assured 
the anonymity of the participants. In order to control for effects such as socially desirable responses 
(Paulhus 2002), we assured that there were no wrong answers and that the respondents answered 
questions as honestly as possible (Podsakoff et al. 2003). Afterwards, we conducted the Harmann’s Single 
Factor Test (Podsakoff et al. 2003). We performed an exploratory factor analysis with all of the model 
indicators and examined the unrotated factor solution. Because more than one factor emerged and the 
first factor does not account for the majority of covariance among the measures, common method 
variances should not be a major problem within this study (Podsakoff et al. 2003). 

Results 

The evaluation of the proposed model followed a two-step process, encompassing the evaluation of the 
outer model in a first step, followed by the evaluation of the inner model in a second step (Hair et al. 2011; 
Hair et al. 2012; Henseler et al. 2009). In the first step, the evaluation focused on the different 
measurement models to reveal the reliability and validity to certain criteria that are associated with latent 
variables. The evaluation of the inner model and the structural relationships followed in a second step, 
because the evaluation only makes sense if the outer model evaluation shows evidence of sufficient 
reliability and validity (Henseler et al. 2009). In accordance with recent research regarding hierarchical 
latent variable models with repeated indicators, the outer model evaluation included only the first order 
constructs (Becker et al. 2012). The quality criteria of the outer model are reported in Table 3. 

Some indicators of the initial indicator set had to be dropped to avoid biased results of the hierarchical 
latent variables. It was necessary to drop indicators if the number of indicators among the first-order 
constructs of a second-order construct was unequal (Ringle et al. 2012). We assessed the indicator 
reliability with the standardized indicator loadings. All the remaining indicators loaded above the 
threshold of ≥ 0.70 (Hulland 1999). We assessed the internal consistency reliability by checking the 
composite reliability, because it is more suitable for PLS structural equation models than is Cronbach’s 
alpha (Hair et al. 2011; Hair et al. 2012). Values above 0.70 indicated that the composite reliability values 
for the latent constructs were acceptable (Bagozzi and Yi 1988). We assessed the convergent validity with 
the average variance extracted (AVE). Values of AVE are all above 0.50 and therefore acceptable (Bagozzi 
and Yi 1988).  
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Table 3. Quality Criteria of the Constructs and Literature Sources 

Construct Indicators Loadings AVE Composite Reliability 

Reliability REL1 .907 

.827 .935 REL2 .891 

REL4 .929 

Information Quality IQ1 .860 

.754 .902 IQ2 .882 

IQ4 .863 

Functionality FUNC1 .883 

.712 .881 FUNC2 .756 

FUNC3 .885 

Security Sec1 .810 

.810 .927 Sec2 .860 

Sec4 .938 

Understandability Und1 .854 

.677 .862 Und3 .877 

Und4 .730 

Personalization Pers1 .875 

.696 .873 Pers2 .876 

Pers3 .746 

User Control Cont1 .895 

.712 .881 Cont2 .855 

Cont3 .776 

Privacy Control PPC1 .861 

.758 .904 PPC2 .843 

PPC3 .907 

Third-Party 
Recognition 

3rdP1 .893 

.766 .908 3rdP2 .880 

3rdP3 .852 

Benevolence Ben3 .928 

.869 .952 Ben4 .904 

Ben4 .964 

Trust Tru1 .946 

.857 .948 Tru2 .923 

Tru3 .908 

Intention to Use Int2 .921 

.862 .950 Int4 .916 

Int5 .948 
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Afterwards, we first assessed the discriminant validity with the Fornell-Larcker criterion (Fornell and 
Larcker 1981). As Table 4 shows, this criterion is fulfilled by the data, because the square root value of 
each latent variable’s AVE was higher than the latent variable’s correlation with any other latent variable. 
Second, results of the cross-loadings showed that all indicators loaded highest on their intended 
constructs (Chin 1998) Because the outer model evaluation showed sufficient reliability and validity, we 
can now proceed to evaluate the results of the inner model. 

* Diagonal elements are square roots of the AVE and all off-diagonal elements are correlations of the latent variables. 

Results of the inner model included the path coefficients, explained variances and significance levels. The 
evaluation also encompassed an assessment of the effect sizes and predictive relevance (Ringle et al. 2012). 
The path weighting scheme was used as a PLS algorithm with 300 iterations (Henseler 2010). The 
bootstrapping procedure was used to assess the significance of the path coefficient estimates. The number 
of bootstrap samples was 5,000 (Henseler et al. 2009). Individual sign changes were used as sign change 
option (Hair et al. 2011). The results of the inner model are depicted in Figure 3. 

Table 4. Assessment of Discriminant Validity* 

Construct 1 2 3 4 5 6 7 8 9 10 11 12 

1. Reliability .91            

2. Information Quality .70 .87           

3. Functionality .68 .82 .84          

4. Security .68 .46 .52 .90         

5. Understandability .53 .65 .60 .34 .82        

6. Personalization .63 .68 .68 .42 .69 .83       

7. User Control .52 .55 .49 .21 .74 .63 .84      

8. Privacy Control .54 .54 .61 .76 .39 .49 .28 .87     

9. Third-Party Recognition .44 .44 .48 .63 .34 .28 .27 .65 .88    

10. Benevolence .47 .55 .53 .47 .42 .48 .26 .64 .44 .93   

11. Trust .74 .66 .65 .68 .49 .57 .34 .77 .55 .61 .93  

12. Intention to Use .57 .60 .59 .41 .49 .52 .34 .38 .31 .41 .58 .93 

Trust in the
Mobile Application

R² = .707
Q² = .603

Performance

Process

Purpose

Understandability

Personalization

User Control

Third-Party Recognition

Privacy Control

* p= < .05       ** = p < .01      ***  = p < .001

Benevolence

Security

Functionality

Information Quality

Reliability

.548*** 
(f² = .308; q² = .204)

-.027
(f² = .001; q² = 0)

.369***
(f² = .206; q² = .126)

.380***

.392***

.353***

.342***

.419***

.416***

.288***

.268***

.282***

.330***

Intention to Use

R² = .332
Q² = .278

.576***

 

Figure 3. Results of the Trust Model for a Mobile Marketing Application 
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The results of the structural model indicated that all relationships, except for the process dimension on 
trust, are supported and significant at a level of .001 percent. All trust determinants had a significant 
impact on their respective trust dimensions. According to the value of the path coefficients, reliability had 
the highest influence on the performance dimension. Considering process, personalization had the 
highest influence, closely followed by understandability. Privacy control and benevolence had nearly the 
same impact on the purpose and were more important than those of the third-party recognition. On a 
superior level, the trust dimension performance and purpose had a significant impact on trust. The path 
coefficients of the two dimensions provided evidence that the performance dimension had the highest 
impact on trust, followed by the purpose dimension. However, in our study the process dimension had no 
significant influence on trust. Finally, trust had a significant impact on intention to use the mobile 
application. The results of the hypothesis tests are summarized in Table 5. 

Table 5. Summary of Hypotheses 

Hypotheses and Corresponding Paths Support? 

H1 Performance  (+) Trust Yes 

H1a Reliability  (+) Performance Yes 

H1b Information quality (+) Performance Yes 

H1c Functionality  (+) Performance Yes  

H1d Security  (+) Performance Yes 

H2 Process  (+) Trust No 

H2a Understandability  (+) Process Yes 

H2b Personalization  (+) Process Yes 

H2c User control  (+) Process Yes 

H3 Purpose  (+) Trust Yes 

H3a Privacy control  (+) Purpose Yes 

H3b Third-party recognition  (+) Process Yes 

H3c Benevolence  (+) Process Yes 

H4 Trust  (+) Intention to use Yes 
 

A redundancy analysis was conducted by measuring trust with three reflective indicators (Cenfetelli and 
Bassellier 2009; Chin 1998) to assess the explained variance in trust by the three formative trust 
dimensions. The result of R² = .707 showed that a substantial amount of variance was explained by the 
three trust dimensions (Chin 1998). Since the three trust dimensions were modeled through the repeated 
indicator approach, all of their variance was explained through the indicators (Ringle et al. 2012). Finally, 
Intention to Use showed with R² = .332, a moderate level of explained variance (Chin 1998). Furthermore, 
the effect size f² of the three trust dimensions on trust was considered in the evaluation of the structural 
model, which represents the relative impact of a single exogenous construct on a endogenous construct by 
means of changes in the R² values (Cohen 1988). Values above 0.02, 0.15 and 0.35, respectively, indicate 
a small, medium or large impact, that is, whether a preceding construct has a weak, medium or large 
effect on a structural level (Henseler et al. 2009). The results showed that performance has a medium 
effect (f² = .308), process had no effect (f² = .001) and purpose also had a medium effect (f² = 0.206) on 
trust. 

In a last step, we evaluated the predictive relevance as a conclusive assessment of the structural model 
(Chin 1998). We assessed the predictive relevance with a sample re-use technique proposed by Stone 
(Stone 1974) and Geisser (Geisser 1975) in order to measure Q² with the blindfolding procedure. This 
procedure omits in a systematic way one part of the data and uses the resulting estimates to predict the 
omitted part (Hair et al. 2011). The omission distance d refers to the distance between the omission of two 
consecutively omitted, and predicted, data points. As recommended in the literature, we chose the value 
of the omission distance d between 5 and 10 (d = 7), and d was not a multiple integer of the analyzed cases 
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(n=106) (Hair et al. 2012). We further assessed Q² as the cross-validated redundancy measure, which, in 
contrast to the cross-validated communality, estimates the structural model and measurement models for 
the data prediction (Hair et al. 2011). The blindfolding procedure is applied to endogenous, reflective 
constructs and if the value of Q² is larger than zero for a particular construct, its explanatory variables 
have a predictive relevance (Henseler et al. 2009). Trust in the mobile marketing application (Q² = .603) 
and Intention to Use (Q² = .278) had both values above the threshold value of zero and therefore 
indicated the predictive relevance of the structural model. Similar to the effect size f², the relative impact 
of the predictive relevance can be evaluated by the measure q²: values above 0.02, 0.15 and 0.35 indicate 
a small, medium or large predictive relevance of certain constructs, explaining the endogenous construct 
that is evaluated (Henseler et al. 2009). Our results show that performance (q² = .204) had a medium 
relative predictive relevance, process (q² = 0) had no relative predictive relevance for trust and, finally, 
purpose (q² = .126) had a small relative predictive relevance on trust.  

Discussion and Implications 

Our study investigates the formation of trust in a mobile marketing application in order to overcome 
adoption barriers, for which reason we have developed a trust model based on the theoretical background 
of trust in automation. This model accounts for the nature of such applications, since they act as trust 
objects and only provide technology-related trust attributes. Hence, our trust model consisted of the three 
trust dimensions, performance, process and purpose, which are all constituted by their respective trust 
determinants. The latter were identified by carrying out a thorough literature review. To investigate the 
formation of trust in such an application, an empirical study was conducted. The discussion of the 
empirical results addresses the trust model applied in this study and the results regarding the single trust 
dimensions and underlying determinants. The trust model explains a substantial amount of variance in 
trust in the mobile marketing application. The trust model based on the trust dimensions of Lee and 
Moray (1992) with its confirmed predictive relevance is suitable for investigating trust in an IT artifact 
(Söllner et al. 2012b).  

The study reveals that performance is the most important factor of trust in a mobile marketing application. 
The performance describes the capability of the application to achieve users’ goals, and is especially 
important in shopping situations. For instance, identifying a customer at the checkout in a store can be 
very irritating if the application does not work properly. Hence, it is not surprising that this dimension is a 
significant driver of trust. The findings of the performance dimension indicate that reliability has the most 
influence on its dimension and is a strong sign of trustworthiness for the user. Therefore, it is crucial to 
influence the user perception by providing information cues that the IT artifact is working reliable, for 
example, by indicating the connection status in the application. Security with its high influence is also an 
important construct and should be addressed by indicating, for instance, a secure connection to the user. 
Information quality has an almost similar influence, closely followed by functionality. These results show 
that users do not want to be disappointed by the application, e.g., experiencing unreliable shopping 
behavior at the checkout counter or finding wrong information when searching for a store nearby or 
missing functionalities. 

Furthermore, the results show that the process dimension has no significant impact on trust. An 
explanation for this result is the fact that the underlying mechanisms are not that important for this 
particular type of application. Indeed, these applications depend on their underlying mechanisms, e.g., 
changing system preferences if the user requests a certain function such as the store search. Nevertheless, 
these mechanisms are not that extensive in comparison to IT artifacts such as recommendation agents 
that clearly depend on the results of recommendations determined by underlying mechanisms (Söllner et 
al. 2012b).  

However, there are also surprising results. Since the focus of this study is initial trust, the study focuses on 
the early stage of a trust relationship. At this stage, only a short history of the IT artifact’s performance is 
available, but there is a clear statement of the IT artifact’s purpose (Lee and See 2004). Therefore, initial 
trust should depend more on the purpose of an IT artifact than on performance (Lee and See 2004). In 
our study, although, the influence of the purpose is lower than that of performance, it is still highly 
significant. Indeed, considering the purpose of mobile applications for marketing purposes as customer 
data generating IT artifacts, it is no surprise that the purpose of the application plays a significant role. 
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Smartphones as personal companions provide considerable sensitive information that can be disclosed 
through the use. An application that discloses a customer's complete information to the publisher of the 
application, although such disclosure of personal data is unnecessary for the use of the IT artifact, might 
not gain trust and could offend the code of fair play between a customer and a company. Therefore, it is 
obvious that trust in such an application is also strongly dependent on its purpose.  

The results of the purpose dimension show the high influence of the associated trust determinants: 
privacy control and benevolence. Privacy control has a slightly higher impact, which highlights the 
importance of preventing unauthorized use and/or disclosure of personal information for the user of an 
application and also its effects on trust (Cheung and Lee 2000). Yet, benevolence has a nearly similar 
impact on the purpose dimension. Hence, providers of mobile applications for marketing purposes should 
focus on the use and disclosure of personal data. It should be clear how data and also application 
permissions are used, for example, by providing privacy statements. However, we do not argue that 
marketers should not collect any data of their customers. Of course we acknowledge the purpose of such 
an IT artifact, one that is built to gather customer data and gain deep insights into customer behavior. 
This might also be clear to the majority of customers, since they are rewarded for specific customer 
behavior. The third determinant Third-party Recognition has a slightly lower impact, but is still 
significant. This coincides with other empirical results (Cheung and Lee 2006; Xu et al. 2005), which have 
proven the positive influence of third-party recognition. However, taking the results of Kim and Kim (2011) 
into account, it is also important to display the logo of the third party prominently so that it is easily 
visible for the user. Otherwise, the logo remains unnoticed and does not earn trust. 

Limitations and Future Research 

We acknowledge several limitations to this study that then underline a demand for future research. The 
study is limited to the investigation of trust in an IT artifact for mobile marketing measures. In contrast, 
prior studies studied these measures in general, without investigating the IT artifact systematically (Mann 
and Prein 2010; Prein 2011). Therefore a limitation of the study is that interactions with non-IT 
constructs have been neglected. For this reason, future research should take possible interaction 
dependencies into account. One example might be the effects of a company’s reputation on trust in the IT 
artifact and the marketing measure in general. An important consideration would be the impact of trust 
on the actual loyalty of a customer, which is the main goal of the researched IT artifact (Gefen 2002a). 
Also, moderating effects should be taken into account, for example, cultural effects. In addition, although 
taking into consideration the large number of reviewed research contributions, other trust determinants 
may influence trust. These determinants should be of interest in future research, for instance the 
perceived ease of use. It might also be of interest to explore how a trust-enhanced mobile marketing 
application influences the actual trusting beliefs towards the IT artifact.  

Further, we argue in this paper that, for example, the use and disclosure of personal data should be clearly 
explained to the customer in order to increase trust. This hypothesis is clearly confirmed through the data 
analysis. However, since mobile marketing applications use an enormous amount of data, it still has to be 
verified whether a transparent information policy with regards to the use and disclosure of personal data 
is constructive. It would be conceivable that such a transparent approach could cause an opposite effect, 
because customers might be afraid and do not use the IT artifact at all. Hence, future research should 
evaluate whether trust supporting components for mobile marketing IT artifacts really engage trust 
(Leimeister et al. 2005), following, for example, the methodology of Söllner et al. (2012a). 

There are some threats to the internal and external validity of the empirical study, concerning the 
unambiguousness and generalizability of the results (Bordens and Abbott 2011; Christensen et al. 2010). 
Characteristics of the convenience sample could threaten the internal validity (Bordens and Abbott 2011). 
As it is a non-probability sampling, its internal validity is threatened by its inhomogeneity (Bordens and 
Abbott 2011). Moreover, there might be self-selection effects of the sample, because the participation was 
on a voluntary basis (Bordens and Abbott 2011). Additionally, participants were recruited from social 
media platforms, consequently biasing the results, as these participants might have had different 
perceptions regarding such an “innovative” application. Accordingly, future research might evaluate the 
model with more homogenous samples to avoid such effects. 
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The external validity of our measurement instrument could be endangered. Although it is common 
practice in research to drop indicators of an initial indicator set (Bhattacherjee 2002; Gefen et al. 2003; 
McKnight et al. 2011), the procedure to drop items because of the repeated indicator approach (to ensure 
unbiased results) or low indicator loadings could threaten the external validity of the measurement 
instrument and results. Further, the adoption of the measurement instrument from various sources and 
the translation to the German language is a threat to its validity. Additional threats to the external validity 
could occur from the use of a web-based prototype of the application. Although it was ensured that the 
prototype reflects the typical functions of such an application and that the setting as a free experiment 
ensured that participants can behave naturally while interacting with the prototype, it might be not an 
adequate substitute for a mobile device within a real life setting. Therefore, future research should assess 
the model within field experiments. 

The same measurement instrument was used among all participants of the study to assess the dependent 
and independent latent variables, meaning common method variances could be a problem of this study. 
Nevertheless, procedural remedies were taken to avoid biases ex-ante. Moreover, Harmann’s Single 
Factor test was conducted ex-post, and provided evidence that common method variances should not be a 
major problem in this study. However, this test also has its limitations (Podsakoff et al. 2003), and thus 
biases cannot be absolutely excluded.  

The study examined initial trust and did not account for the development of trusting beliefs over time 
(Gefen et al. 2008). Hence, the necessity to conduct longitudinal studies, regarding how trust in such an 
application evolves over time, arises. Therefore, it is reasonable to check which effects trust has on the 
trust-related behavior and to assess the actual use of the mobile marketing application in future studies. 

Conclusion 

Trust is a crucial construct considering the adoption of mobile marketing applications. To evaluate how 
trust can be stimulated for such applications, we conducted a literature review based on the trust 
dimensions: performance, process and purpose and identified important trust determinants in trust 
theory to answer our first research question (regarding the antecedents that determine customers’ trust in 
a mobile application for marketing purposes). To answer our second research question (regarding the 
impact of these specific trust antecedents), we evaluated the trust dimensions’ particular relationships 
and impact on trust. We gathered our data in a free online experiment and analyzed the data and our 
proposed model in a PLS structural equation model. By means of a formative modeling of the trust 
dimensions and their respective determinants in a third-order trust model, it was possible to evaluate 
their single impact trust antecedents. The results in our study showed that performance and purpose with 
their corresponding determinants have a significant impact on trust. Surprisingly, the process dimension 
showed to be without a significant impact on trust.  

Indeed, the discussion about models for the formation of trust is ongoing. Nevertheless, in this study we 
offer as contributions a few starting points for how trust and intention to use can already be enhanced 
during the design process by providing technology-related trust determinants. By focusing on technology-
related trust determinants instead of human attributes, it is easier to derive design implications for a 
trustworthy IT artifact. For instance, the systematical consideration of trust-based requirements offers a 
starting point for how trust can be enhanced in an early stage of a development project (Hoffmann et al. 
2013). In this study concerned with trust in a mobile marketing application, performance and privacy-
related trust determinants are vitally important because of their high impact on trust. Consequently, they 
should be addressed in the design of applications. 
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